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Introduction 

Mr. Chairman and members of the subcommittee, I am Allen Summers.  I’m a farmer, retail 
fertilizer dealer and compliance consultant specializing in safety and security at agricultural retail 
locations and I am here today to testify on behalf of The Fertilizer Institute (TFI).  TFI is the 
leading voice of the nation’s fertilizer industry, representing the public policy, communication 
and statistical needs of manufacturers, producers, retailers and transporters of fertilizer.  On 
behalf of TFI, I very much appreciate the opportunity to testify today on the tremendous security 
efforts the American agricultural community has already undertaken and the steps Congress 
could take to bolster those efforts. 

Currently, I reside in Owensboro, Ky., where I pursue my life-long commitment to agriculture, a 
commitment that began on my family’s farm in 1974. We currently farm over 800 acres of corn, 
soybean, wheat and tobacco and raise beef cattle and hogs.  I am also a partner in  Cecilia Farm 
Service, a retail farm supply business located in Cecilia, Ky., which provides custom fertilizer 
and crop protection product application to over 1,000 customers, representing 30,000 acres with 
a dollar volume last year of $5.7 million.  Cecilia has eight full time employees and hires four 
seasonal workers during the busy spring planting and fall harvest season. 

Fifteen years ago I recognized a need in the agribusiness retail dealer community for assistance 
in bringing businesses into compliance with a wide range of federal regulations.  Subsequently, 
together with my wife Susan and business partner Randy Lawrence, I established ASMARK, 
Inc., which offers security and compliance assistance services regarding numerous regulatory 
regimes including:  Department of Transportation (DOT) driver qualification requirements; the 
Environmental Protection Agency’s Risk Management Program; and Occupational Safety and 
Health Administration hazard communication regulations. 

Today, ASMARK, and its 14 full-time employees, is helping over 985 clients comply with 
federal regulations and meet industry security standards.  Our clients include large, multi-outlet 
agribusiness retail dealers as well as smaller independent agribusinesses.   

Fertilizer and Security 

In response to the tragic events in Oklahoma City and the September 11 terrorist attacks, 
agribusiness retail dealers undertook tremendous efforts to ensure that criminals intent on 
harming our country could not purchase and misuse fertilizer and crop protection products that 
are vital in helping feed and nurture America and the world.  

For example, in 2002 the fertilizer industry adopted a management practices security code 
designed to help the industry achieve continuous security performance using a risk-based 
approach. The code calls on fertilizer makers to use methodologies developed by the Center for 
Chemical Process Safety (CCPS) or the Synthetic Organic Chemical Manufacturers Association 
when making security-related improvements (Exhibit A). 

Also in 2002, I began working with several of my clients and the Agribusiness Security Working 
Group, comprised of members of TFI, the Agricultural Retailers Association and CropLife 
America, to develop a program to aid agribusiness retail dealers improve facility security to 



protect their fertilizer and crop protection products.  As a result, a Web-based security 
vulnerability assessment (SVA) tool was developed and is now available to agribusiness 
retailers.  The SVA tool is an invaluable security program that assists retailers in fully meeting 
the criteria the CCPS has created for conducting security vulnerability assessments (Exhibit B). 
To date, the tool has proven to be a remarkable success, and is used by over 2,500 agribusiness 
retailers to develop security plans, based on SVA assessments, to address threats, risks and 
vulnerabilities. 

The SVA tool also has a transportation component aimed at helping facilities comply with DOT 
security regulations. Most recently, Clemson University purchased the tool, making it available 
to all agribusiness retailers in South Carolina and just last week, I was contacted by the Alabama 
Department of Homeland Security regarding its potential interest in an arrangement to make the 
SVA available to all agribusinesses in Alabama.  Naturally, we look forward to working with 
other states that might be interested in using the SVA to improve agribusiness facility security.   

In addition to the Web-based SVA tool, the Agribusiness Security Working Group has also 
developed and widely distributed “Guidelines to Help Ensure a Secure Agribusiness.”  This six 
page document highlights three key security principles – identification of critical assets; 
establishment of layers of protection, and practice deter, detect and delay.  The guidelines outline 
suggested practices covering facility security, customer transactions, special security measures 
and suggestions for partnering with customers on security and safety. 

As an owner of a farm supply center and a farmer, I firmly believe I have an obligation to ensure 
the security of the chemicals I store and apply.  For example, at my farm center local fire and law 
enforcement officials are frequently invited to walk through the facility to recommend what 
additional security measures might be needed and to be provided with updates on the types of 
products we have on hand. I cannot of course speak for everyone in the agricultural community, 
but I do know that many of us have, on a voluntary basis, installed expensive security upgrades, 
conducted background checks on our employees and complied with DOT security regulations for 
transportation. Without question, a great many members of the agricultural community have 
undertaken tremendous efforts to guarantee the security of our nation.   

Across the country farmers and retailers are engaged in security efforts virtually unknown to the 
vast majority of the public.  To illustrate, few members of the public may know that agricultural 
retailers and the Coast Guard work together to improve facility security. Yet from coast-to-coast, 
many agribusinesses have filed extensive security vulnerability assessments and plans with the 
Coast Guard in order to comply with the Maritime Transportation Security Act. 

In addition, commodity and production agriculture groups are actively working with the U.S. 
Department of Agriculture to develop practices to better secure inputs and design bio-safety 
protocols to address farm and ranch security issues.  These on-going efforts are intended to 
increase producer-level awareness of steps that can be taken to safeguard America from acts of 
terrorism.  

What More Needs to Be Done? 

During this hearing there has been considerable debate on whether Congress should approve 



chemical facility security regulations.  There are those who charge that the chemical industry is 
not doing enough to secure products that wind up the hands of terrorists.  In addition, there has 
been considerable debate over whether to mandate the use of inherently safer technologies (IST).   

Mr. Chairman, at this time I would like to briefly comment on these issues.  The agricultural 
community, which bears the great burden of producing the food that feeds the world, is totally 
committed to the security of our homeland.  Our strong commitment to security can be seen in 
the many steps already taken to secure our facilities, our farms and our food supply.  Animal and 
crop producers, and retailers across the country have voluntarily conducted security assessments 
and developed security plans in response.  Through our national and affiliated state associations 
we continuously remind the agribusiness community of their obligations to secure their facilities 
and the products they handle. In short, the agricultural community has done so much  to improve 
security and must receive credit for the voluntary actions we have already taken. 

Mr. Chairman, it must be said that agribusinesses are generally located in rural, sparsely 
populated areas that are unlikely to be attacked by terrorists.  The agriculture community has 
shown it is willing to do all that it can to help secure our country, but remember that each year 
millions of acres must be planted in a few short weeks and security measures that may work well 
for urban manufacturing centers will not work for agriculture.  Therefore, it is essential that 
future security requirements are proportional to the risks found in rural communities. 

Finally, IST is not a security issue – it is a safety issue.  If there is a safer, more economical way 
of doing something, we do it.  IST is a decades-old, antiquated concept that can only work when 
applied by a site owner’s engineers who truly understand the operation of the facility.  Any 
attempt to require IST by government edict jeopardizes worker and community safety. Mr. 
Chairman, the agriculture community would strenuously oppose any proposal that would 
mandate the use of IST. 

Conclusion 

Mr. Chairman and members of the committee, American farmers and retailers are committed to 
security, of that there can be no doubt. That commitment is readily demonstrated through the 
significant number of voluntary security steps our community has taken and will continue to 
take. Without question, we very much want to help Congress in its endeavors to shield this 
country from acts of terrorism.  We support Department of Homeland Security (DHS) Secretary 
Chertoff’s efforts to evaluate all of the nation’s vulnerabilities and then prioritize the Federal 
government’s response based on sound risk assessments. 

All we ask is that members of Congress recognize the tremendous actions already taken by our 
community, provide fair treatment for small, low-risk facilities, and reject any and all attempts to 
revive obsolete concepts like IST.  In taking on 21st Century terrorists, Congress must first 
recognize the progress that has been made to date and take account of on-going DHS efforts to 
develop a framework that recognizes the special needs of agriculture. 

I thank you for the opportunity to testify today and look forward to answering any questions you 
might have.  
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Purpose and Scope 

The purpose of The Fertilizer Institute’s (TFI’s) “Security Code of Management Practices for 

the Fertilizer Industry” is to help the fertilizer industry protect people, property, products, 

processes, information and information systems by enhancing security, including security against 

a potential terrorist attack. The fertilizer industry encompasses manufacturers, retailers and 

distributors. 

This code is designed to help the fertilizer industry achieve continuous security performance 

using a risk-based approach to identify, assess and address vulnerabilities, prevent or mitigate 

incidents, enhance training and response capabilities, and maintain and improve relationships 

with key state, local and federal government partners. The code is implemented with the 

understanding that security is a shared responsibility requiring actions by all stakeholders 

including carriers, customers, suppliers, service providers, government officials and agencies.  

Relationship to Other Industry Commitments

The fertilizer industry’s commitment to protecting its employees and the public is demonstrated 

by the implementation of this security code and other good management practices. The fertilizer 

industry should regularly reassess these security-related practices in an effort to continually 

improve performance and identify potential vulnerabilities. 

Management Practices 

A risk-based security management system for people, property, products, processes, information 

and information systems throughout the fertilizer industry should be implemented. The fertilizer 

industry encompasses manufacturers, retailers and distributors.  

The security management system must include the following management practices:  

1.  Leadership Commitment 

Senior management commits to continuous improvement through accountability, published  

 



 

policies, and provision of sufficient and qualified resources. 

2.  Analysis of Threats, Vulnerabilities and Consequences 

Use available security vulnerability assessment (SVA) methodologies, prioritize and periodically 

analyze potential security threats, vulnerabilities and consequences. The writers of this code 

encourage manufacturing facilities to conduct vulnerability assessments using methods 

developed by the Center for Chemical Process Safety (CCPS), Synthetic Organic Chemical 

Manufacturers Association (SOCMA), or other equivalent methods.  

Writers of this code encourage retailers and distributors to conduct vulnerability assessments 

using methods developed by the Agribusiness Security Working Group (whose members include 

the Agricultural Retailers Association (ARA), CropLife America and The Fertilizer Institute 

(TFI)), or methods developed by CCPS, SOCMA, or other equivalent methods.  

3.  Implementation of Security Measures

Develop and implement security measures commensurate with identified risks.  

4.  Information and Cyber-Security

Protect information and information systems as a critical component of a sound security 

management system. 

5.  Documentation 

Document key elements in security management programs, processes and procedures.  

6.  Training, Drills and Guidance

Train, drill, and provide guidance for employees, contractors, service providers, and others, as 

appropriate, to enhance awareness and capability.

7.  Communications, Dialogue and Information Exchange

Communicate, foster dialogue and exchange information on appropriate security issues with 
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employees, contractors, communities, customers, suppliers, service providers and government 

officials, agencies and law enforcement officials. This dialogue and information exchange should 

be balanced with safeguards for sensitive information. 

8.  Response to Security Threats 

Evaluate, respond, report and communicate security threats as appropriate. Fertilizer facilities 

will promptly evaluate the real and credible threats and will report and communicate to the 

fertilizer industry and law enforcement personnel as appropriate. 

9.  Response to Security Incidents 

Evaluate, respond, investigate, report, communicate and take corrective action for security 

incidents. If an incident should occur, the fertilizer facility will promptly respond and involve 

government agencies as appropriate. After investigating the incident, the fertilizer facility will 

incorporate lessons learned and will, as appropriate, share those lessons with others in the 

fertilizer industry and government agencies and implement corrective actions. 

10.  Audits

Conduct periodic audits of fertilizer facilities to assess security programs and processes, and 

implementation of corrective actions.  

11.  Third-Party Verification

Verification by a third-party, that facilities with potential off-site impacts have implemented the 

physical site security measures to which they have committed.  

12.  Management of Change

Evaluate and manage security issues associated with changes involving people, property, 

products, processes and information or information systems.  

13.  Continuous Improvement

Utilize continuous performance improvement processes entailing planning, establishment of 

goals and objectives, monitoring of progress and performance, analysis of trends and 

 



 

development and implementation of corrective actions.  

The fertilizer industry will share information on effective security practices within the fertilizer 

industry and with external, qualified security professionals. The fertilizer industry will continue 

to expand the awareness of and commitment to enhanced security practices throughout the 

fertilizer industry. TFI will continue to provide guidance, including sharing examples of effective 

member security practices, to assist the fertilizer industry in implementation of this code. It will 

periodically review and, as appropriate, revise the guidance, and will continue to serve as the 

industry clearinghouse for the exchange of information on security through the secure members 

only Web site: http://www.npknet.org. 

Due to the rapidly evolving nature of security issues and related expertise, TFI will reassess this 

security code, its management practices and implementation timetable two years after code 

adoption or earlier as appropriate. Security code implementation guidance will be updated as 

necessary in the interim.

Time Schedule:  

One of the first SVA activities is to perform an initial prioritization of potential security hazards 

at all facilities operated by the enterprise. This initial prioritization assessment, or enterprise 

level screening process, will establish the “timeframe tier” for the facility.  The enterprise level 

screening process separates facilities into different tiers based on potential severity of attack, 

difficulty of attack and attractiveness of the target(s).  Based on this screening, the company can 

then focus energies to complete site security vulnerability assessments and implement specific 

steps to improve security where it is most needed.   

The fertilizer industry should implement all security code practices using the initial prioritization 

timetable below commencing on the date this code is approved. Timelines for completion of site 

security vulnerability assessments, implementation of site security measures and verification are 

found below in Table 1.  

For example, a Tier I facility would fall into the highest risk level, Tier II medium risk level, and 

Tier III low risk level. 

 



 

Table 1:  Schedule for Implementation of Security Assessment 

Security Process Timeframe
Tier I 

Timeframe
Tier II 

Timeframe
Tier III 

Complete Site Security Vulnerability 
Assessment 

6 months 12 months 18 months 

Complete Implementation of Site 
Security Measures 

18 months 24 months 30 months 

Verification of Physical Site Security 21 months 27 months 33 months 

The Fertilizer Institute (TFI) represents by voluntary membership the nation’s fertilizer 
producers, manufacturers, retailers, trading firms and equipment manufacturers. This security 
code of manufacturing practices was developed in keeping with TFI’s efforts to protect and 
promote the nation’s fertilizer industry. For more information, please contact TFI at  
(202) 962-0490 or visit TFI’s Web site at http://www.tfi.org.
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